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Submitted Papers (2024–2025) 

Chaos-Driven Lightweight Cryptography: A Fusion of Chaotic Maps and Inter-Block 

Encryption (First Author | Journal ) 

Lightweight and Hybrid Image Encryption Approach: Dynamic Anchor Blocks Selection 

(First Author | Journal) 

Intrusion Detection Using Machine Learning with a Novel Elbow Method Feature 

Selection (First Author | Journal) 

Research Contributions to Submit (2025): 

First Author: Paper-Folding-Crypto: A Lightweight Hybrid Encryption Framework for 

Medical IoT Image Security (Novel Approach, 2025). 

First Author: Dynamic Post-Quantum Paper-Folding-Crypto: An Extended Lightweight 

Framework for Medical IoT Security (2025). 

Second Author: “Wrapper-based Feature Selection over Clustered Features for High-

Dimensional Datasets”. 

Second Author: “Routing and Broadcasting Algorithms for the Diamond Hypercube 

Interconnection Network”. 

Research Interests 

❖ Cybersecurity & Cryptography: Lightweight encryption, image security, post-

quantum cryptography. 

❖ AI in Cybersecurity: Adversarial machine learning, intrusion detection. 

❖ IoT & Networks Security 

 



 

Projects & Research Groups: 

❖ CyberHubJo (PSUT PhD-led cybersecurity research group). 

❖ Jordan Armed Forces (JAF) – Military-Cryptography Team. 
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