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Remah is a dedicated Ph.D. candidate and experienced computer science and engineering 

professional seeking to leverage extensive background in computer security, digital logic, and 

embedded systems and FPGAs. Aims to contribute to innovative projects and research in a 

challenging environment, utilizing strong programming skills and a passion for technological 

advancements. 
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Ph.D. candidate in Computer Science (Candidate), Princess Sumaya University for Technology 

(PSUT), Amman, Jordan. Since September 2021. 

M.Sc. in Electrical Engineering, Princess Sumaya University for Technology (PSUT), Amman, 
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B.Sc. in Computer Engineering, Jordan University of Science and Technology, Irbid, Jordan. 
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Artificial Intelligence 
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Digital Image Processing  
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